**成都安美勤信息技术股份有限公司**

**2022校园招聘职位**

**一、校招职位**

**1、网络安全等级保护测评师 15名**

**实习期薪资2.8-3K/月·免费公寓·免费培训·转正机会·节日福利**

岗位职责：

以第三方角度，按照相关国家标准对信息系统进行评估测试，并最终出具《测试报告》

1. 针对物理安全/网络安全/主机安全/应用安全/数据安全以及安全管理制度开展测评工作；
2. 对信息系统开展漏洞扫描、渗透测试工作，协助配合相关方进行系统安全整改、安全加固；
3. 完成《测试报告》的编写以及负责处理上级交办的其他工作。

任职要求：

1. 本科及以上学历，计算机、软件工程、网络工程、信息安全等专业，适应川内出差；
2. 有1年及以上网络安全相关工作经验优先，优秀的应届生亦可；
3. 持有网络安全相关证书优先。

**2、信息系统监理工程师 10名**

**实习期薪资2.8-3K/月·免费公寓·免费培训·转正机会·节日福利**

岗位职责：为政务信息化项目（硬件集成/软件开发/网络建设等）或企业信息化项目提供项目全生命周期第三方技术服务。

1. 对信息系统项目进行项目管理和建设过程记录。
2. 完成项目施工质量的现场检查，主要有硬件加电测试/设备配置核对/软件功能检查等；
3. 完成项目建设过程的文档编写及管理；
4. 负责处理上级交办的其他工作。

任职要求：

1. 本科及以上学历，计算机专业优先，适应出差；
2. 有1-3年系统集成、软件实施运维等相关工作经验优先，优秀的应届生亦可；
3. 持有“信息系统监理师”证书优先，有项目管理经验或客户管理经验优先，熟悉政府招投标采购流程优先。

**3、安全研究员（商密方向） 1名**

**实习期薪资5K/月·免费公寓·免费培训·转正机会·节日福利**

岗位职责：

1. 负责各场景下商用密码应用技术研究，包含商用密码算法研究、密钥管理技术研究、密码协议技术研究等；
2. 负责商用密码应用性安全评估相关政策、要求和方法等的研究、追踪与落地；
3. 负责商用密码应用技术研究的成果展示与相关配套系统、工具的研发；
4. 配合完成其他密码应用及测试相关工作。

任职要求​​​

1. 本科及以上学历，硕士优先，密码学、信息安全等相关专业；
2. 1-3年信息安全或密评相关工作经验，优秀的应届生亦可；
3. 具有良好的密码学基础知识，熟悉国密和国际密码算法、密码协议、密码技术等，了解密码和网络安全相关的国家或行业标准。

**4、安全研究员（渗透方向） 1名**

岗位职责：

1. 参与web、移动app、工控等系统的渗透测试工作；
2. 参与攻防演练、安全培训、应急响应等工作；
3. 参与安全技术研究、技术支撑、漏洞挖掘和分享等工作；

任职要求：

1. 大专及以上学历，网路安全、信息安全等相关专业；
2. 具有较丰富渗透测试经验，拥有内外网完整渗透测试经验，能独立完成渗透测试的工作；
3. 熟悉渗透测试的流程、方法、熟练掌握各类渗透测试工具；
4. 熟悉常见漏洞攻击原理、方法及加固方法；
5. 熟悉各类操作系统、网络协议、应用框架等；
6. 具有大型SRC漏洞提交经验、大型攻防竞赛经验者优先，优秀的应届生亦可。

**5、安全研究员（逆向方向） 1名**

岗位职责：

1. 参与二进制安全漏挖掘与研究工作；
2. 参与二进制安全技术研究及成果输出工作；
3. 跟踪国内外安全技术动态，及时分析并输出最新二进制安全相关漏洞与技术；
4. 开展技术分享工作，并参与攻防工具研发工作。

任职要求：

1. 有CTF参赛经验（RE，pwn方向），在国内外大赛获得优异名次为加分项；
2. 具备逆向分析能力，熟练掌握常用的逆向分析工作（IDA,OD等），熟悉C/C++代码，至少掌握一门脚本语言，了解windows/linux可执行文件结构，具备基础密码学知识（RSA/AES/RC4）.
3. 善于思考，能独立发现问题并独立分析解决，沟通能力良好具有团队合作精神；
4. 具有良好的文档能力，能独立输出技术文章；
5. 具备漏洞挖掘能力，能够独立挖掘漏洞；
6. 其他：在公开安全媒体/论坛发表过原创技术文章，或安全会议做过议题分享，对开源组件/应用等有漏洞挖掘经验，获得过CVE致谢。

**6、技术工程师（软件测试方向） 2名**

为信息化项目提供第三方软件测试服务，涉及软件产品确认测试、软件项目验收测试等，并出具测试报告。

岗位职责：

1) 根据项目要求，参考项目文档提取测试需求，制定测试计划、编辑测试用例；

2) 使用功能/性能等测试方法、常见工具执行测试用例，记录现场记录及缺陷；

3) 根据公司标准完成测试报告的编制，完成系统上线、验收收尾工作。

任职要求​​​

1) 大学本科及以上学历，计算机、通信、自动化等相关专业，接受短期出差优先；

2) 1年以上软件行业相关项目管理实施工作经验，熟悉项目管理相关流程优先，如有软件测试、软件开发工作经验优先，优秀的应届生亦可；

3) 持有软件评测师、信息系统项目管理师等相关证书优先。

**7、安服运营工程师 1名**

岗位职责

1. 参与运营平台的日常运行和维护，包括策略配置、流量数据/日志/安全设备告警分析、数据分析/漏洞验证等；
2. 负责响应与支持信息安全事件，或协调公司资源向客户提供专业解决方案服务；
3. 根据安全事件编制分析报告等。

任职要求​​​

1. 本科及以上学历，信息安全、计算机等相关专业；
2. 1-3年安全运营平台工作经验，熟悉信息安全相关理论知识、信息安全相关重要法律法规、管理标准和技术标准等，优秀的应届生亦可；
3. 具备具有一定的表达沟通和项目文档写作能力，能够编制项目管理相关文档。

**8、销售（储备岗） 5名**

岗位职责：1） 负责信息安全服务/信息系统监理服务/软件评测服务等业务的销售工作，完成销售目标；

2) 负责客户的开发/维护，建立客户信息档案及管理，及时有效为客户提供高品质服务，提升客户满意度；

3) 配合完成区域的市场营销环境/目标/计划/业务活动跟踪调查，对营销策略和计划提出调整建议，确保完成营销目标及计划。

任职要求​​​

1. 本科及以上学历(优异者可放宽学历要求)，计算机/通信/市场营销等专业；
2. 0-2年以上信息化/IT/安全产品或服务/系统集成等销售经验，具有政府、公检法司、交通、高校、医疗、金融等政企行业资源，熟悉政府招投标采购流程优先，优秀的应届生亦可；
3. 具备优秀的市场拓展/项目协调/谈判能力，具有优秀的营销技巧，较强的市场策划与运作能力

**二、招聘流程**

**三、联系方式**

1、邮箱：hr@amazingsys.com或yaxue.jing@amazingsys.com

2、公司地址：成都市高新区吉泰五路118号凯旋广场3栋16层

3、公司电话： 028-86056677转分机8005或65226699转分机8005或

4、公司官方网站：www.amazingsys.com

**四、公司简介**

成都安美勤信息技术股份有限公司（ 简称：安美勤 ）创立于2002年4月，是独立的第三方信息技术与安全服务提供商，新三板挂牌公司（股票代码:831288）。安美勤围绕信息化建设全生命周期，为客户提供全方位信息技术与安全服务，涵盖信息系统规划咨询、工程监理、等保测评、软件评测、安全服务等技术服务。

安美勤是国家高新技术企业，拥有多项软件著作权和知识产权，经过多年沉淀，构建起卓越的技术能力，成熟的服务体系，以“强技术、优服务、高价值”为客户提供信息技术与安全服务。安美勤业务已覆盖全国多个省、直辖市、自治区，涉及政府、烟草、能源、交通、教育、医疗、金融、通信等重要行业。

公司在项目管理服务领域拥有信息系统工程监理、涉密信息系统工程监理双甲证书及涉密信息系统咨询乙级证书；在测试评估服务领域拥有网络安全等级保护测评机构推荐证书、信息安全风险评估服务资质，是工业信息安全测评评估机构能力认定单位；在安全服务领域拥有信息安全应急处理服务资质、信息系统安全运维服务资质，是工业信息安全应急服务支撑单位。

安美勤拥有检验检测机构资质认定(CMA)、中国合格评定国家认可委员会实验室认可（CNAS）等多项国家级能力证书，公司作为ITSS工作组成员，多次参与信息技术服务相关国标、行标、地标、能力标准的制定及修订。